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1	Decision/action requested
This pCR is to introduce PEC message flow
2	References
[1]		3GPP TR 32.847 "Study on Charging Aspects for Network Slicing Phase 2"
[bookmark: _Hlk131593968][2]	3GPP TS 28.204 "Network slice-specific authentication and authorization charging in the 5G System (5GS)".
 
3	Rationale
[bookmark: _Hlk117434051]This pCR is to introduce PEC message flow. 
4	Detailed proposal
The following changes are proposed to be incorporated into TS 28.204 [2]:
  
	[bookmark: _Hlk99114320]First change


[bookmark: _Toc136335599][bookmark: _Toc112317694][bookmark: _Toc112320396][bookmark: _Toc103720650]5.X.2	Message flows
[bookmark: _Toc533611344][bookmark: _Toc105681763][bookmark: _Toc136335600]5.X.2.1	General
The flows in the present document specify the interaction between the NSSAAF and the CHF and between the AMF and the CHF, for Network slice-specific authentication and authorization converged charging functionality, in different scenarios, based on 3GPP TS 23.501 [3] and 3GPP TS 23.502 [4] procedures and flows.  
This interaction is based on Charging Data Request /Response specified in 3GPP TS 32.290 [6], exchanged between the NSSAAF embedding the CTF and the CHF, and between the AMF embedding the CTF and the CHF.
The following scenarios are supported by NSSAAF:
- 	PEC;
-	IEC;
-	ECUR.
The PEC scenario is supported by AMF.
As a general principle, the steps in the figures for the message flows below correspond to the steps of figures in 3GPP TS 23.502 [4], which is the reference. The present document specifies the charging specific extension part. 
	[bookmark: _Hlk140671651]Next change



[bookmark: _Toc136335601]5.X.2.2	Network slice-specific authentication and authorization charging 
[bookmark: _Toc533611346][bookmark: _Toc105681765][bookmark: _Toc136335602]5.X.2.2.1	General
The subclauses below describe Network slice-specific authentication and authorization charging message flows based on figure 4.2.9.2-1 of  3GPP TS 23.502 [4].
	Next change



5.X.2.2.y	Network slice-specific authentication and authorization - PEC
The following figure 5.X.2.2.y-1 describes a Network slice-specific authentication and authorization charging in PEC scenario for both NSSAAF and AMF:


Figure 5.X.2.2.y-1: Network slice-specific authentication and authorization - PEC
Steps 1 to 17: per 3GPP TS 23.502 [4] Figure 4.2.9.2-1 Network Slice-Specific Authentication and Authorization procedure. 
17ch-a: NSSAAF procedure with AAA-S for NSSAA is completed:  NSSAAF sends Charging Data Request [Event] to CHF with EAP-Success/Failure, GPSI and S-NSSAI.  
17ch-b: The CHF creates a CDR.  
17ch-c: CHF provides response to NSSAAF.
Step 18: per 3GPP TS 23.502 [4] Figure 4.2.9.2-1 Network Slice-Specific Authentication and Authorization procedure.
18ch-a: NSSAA procedure in AMF completed:  AMF sends Charging Data Request [Event] to CHF with EAP-Success/Failure, GPSI and S-NSSAI.  
18ch-b: The CHF creates a CDR.  
18ch-c: CHF provides response to AMF.

	End of change
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